SA WG2 Temporary Document

Page 1

SA WG2 Meeting #131
S2-1901956
25 February - 1 March, 2019, Santa Cruz - Tenerife
(revision of S2-19xxxxx)
Source:
Samsung
Title:
Update on non-standalone NPN description
Document for:
Approval 

Agenda Item:
6.15.3
Work Item / Release:   Rel-16
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1. Introduction
S2-1901391, which was endorsed at S2 #130 meeting, introduces non-standalone Non-Public Network. 

In this paper, we propose to update description according to discussion parts.

2. Discussion

We consider the situation that the NPN users may access the NPN from the remote area. Even in this case the users may use the NPN services. In this case, authorization to access NPN can be checked by NW slice based authorization.  
Proposal1. Add a NOTE that UE may use NPN services from the remote area (i.e. non-CAG cells), where in this case Network Slice-specific authorization is used for UE authorization to access the NPN.
And, for consistency description with SNPN description subscription aspects can be merged into UE configuration description.
Proposal2. Subscription aspects description is moved to UE configuration subclause(5.x.3.3).
Proposal 3. It is proposed to remove the following EN’s, where the detail reasons are inline tagged by memo.  
Editor's Note: Whether to assume or require combined usage of network slicing with CAG as to identify the NPN is FFS.

Editor's note: Whether CAG can be combined with stand-alone NPNs is FFS.

Editor's Note: It is FFS whether it shall be possible to broadcast a list of CAG Identifiers per PLMN.

Editor's Note: The above indication addresses e.g. the following 22.261 requirement: "5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorised to select.", but it is FFS whether the indication is needed.

Editor's Note: How the UE is configured with the above information is FSS, e.g. UDM could configure the UE using the UE Parameters Update via UDM Control Plane Procedure as described in TS 23.502 [3] clause 4.20.
Editor's Note: It is FFS whether the CAG Identifier is provided as a separate information or as an extension to the Selected PLMN.

Editor's Note: How the Mobility restrictions is extended depends on whether CAG Identifier is separate information or an extension of the PLMN ID.

Some additional update or corrections are proposed. 
E.g. during Initial registration procedure CAG identifier shall be provided to AMF from RAN also.

2. Proposal

It is proposed to implement the following changes on the endorsed paper S2-1901391’s latest version.

######################## Change on S2-1901391 ######################
5.x.3

Non-standalone NPN

5.x.3.1
General

Non-standalone NPNs are NPNs made available via PLMNs e.g. by one (or more) Network Slice allocated for the NPN. The existing network slicing functionalities applies as described in clause 5.15. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN. 

NOTE1:
Annex X provides additional consideration to consider when supporting Non-Public Network as a network slice of a PLMN.

As network slicing does not enable the possibility to avoid UEs trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, the usage of Closed Access Groups can be used in addition to network slicing as to apply access control.
NOTE2:
the UE may use NPN services from the remote area (i.e. non-CAG cells), where in this case Network Slice-specific authorization is used for UE authorization to access the NPN. 

A Closed Access Group identifies a group of subscribers who are permitted to access one or more cells associated to the CAG. 

CAG is used for the non-standalone NPN to prevent  UE(s), which are not allowed to access the NPN via the associated cell(s), from automatically selecting and accessing the associated cell(s). 



The following clauses describes the functionality needed for supporting CAGs.


5.x.3.2
Identifiers

The following is required for identification:

-
A CAG is identified by a CAG Identifier which is unique within the scope of a PLMN ID;

-
A CAG cell broadcasts CAG Identifier(s) per PLMN;



-
A CAG cell may in addition broadcast a human-readable network name per CAG Identifier:

NOTE:
The human-readable network name per CAG Identifier is only used for manual selection.

5.x.3.3
UE configuration and subscription aspects
The UE is configured with the following to support CAG:

-
an Allowed CAG list i.e. a list of CAG Identifiers the UE is allowed to access; and

-
optionally, an indication whether the UE is only allowed to access 5GS via CAG cells (see TS 38.304 [50] for how the UE identifies whether a cell is a CAG cell);




Additionally the following Mobility Restrictions are defined to support CAG:

-
an Allowed CAG list; and
- 
optionally, an indication whether the UE is only allowed to access 5GS via CAG cells.
The above information shall be provided to NG-RAN from AMF so that it shall be able to restrict the UE's mobility and UDM may configure the UE using UE configuration update procedure. During mobility restriction update, if it is detected that the UE is currently accessing a CAG cell and the related CAG Identifier has been removed from the Allowed CAG list or if the UE is currently accessing a non-CAG cell and the indication that the UE is only allowed to access CAG cells has been set in the subscription, then the AMF triggers the AN release procedure.
5.x.3.4
Network and cell (re-)selection, and access control

The following is assumed for network and cell selection, and access control;

-
The CAG cell may broadcast an indication to prevent non-CAG supporting UEs from accessing the cell;

-
For aspects of automatic and manual network selection in relation to CAG, see TS 23.122 [17];

-
For aspects related to cell (re-)selection, see TS 38.304 [50];





-
During Initial Registration and 
transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the NG-RAN shall provide the CAG Identifier to the AMF.

-
The AMF shall verify whether UE access is allowed by Mobility Restrictions received from the UDM:

-
If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;

-
If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code as defined in TS 24.501[47]; and
-
If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code as defined in TS 24.501[47

.

-
During connected mode mobility procedures:

-
Based on the Mobility Restrictions received from the AMF:

-
Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;

-
Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;


-



�Probably the UE may access the NPN from the remote area, where in this case DN authorization or Slice-based authorization can be used.


� It is not needed because CAG is used for access control only, but not network service.


�There is no reason to restrict CAG concept to public PLMN only. 


�There is no reason to exclude some scenarios e.g. intersection area of two factory areas(CAG cells) for co-work. So the CSG cell may broadcast multiple CAG IDs 


�Such indication is needed because even if it is considered as forbidden area, corresponding modification is required to implement CAG cells.


�UE configuration update procedure can be used because such information is a kind of mobility restriction, which is used in AMF also.


�Subscription aspect(i.e. as additional mobility restrictions) is described. And UCU is the appropriate method for its update.


�intention of this sentence seems to block access of  normal UE to CAG cell.


�Moved to upper clause with modification.


�Initial registration procedure also, CAG identifier shall be provided to AMF from RAN.


�It will be decided by RAN3.


�Duplicate description.


�It will be decided by RAN3.


�Moved to subscription subclause with modification. 
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